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Abstract  

Water loss through leaking pipes constitutes a major challenge to the operational service of water utilities. 

In recent years, increasing concern about the financial loss and environmental pollution caused by leaking 

pipes has driven the development of efficient technology for detecting leakage in water piping networks. 

Development and Optimization of an IoT-Based Smart Water Leak Detection in Water Pipelines with Real-

Time Response Capability is introduced to directly detect leakage and interventions are provided on time. 

The system consists of a simulation used to detect leak points in a pipe using water flow sensors. These 

sensors measure the in-flow and out-flow rates of water. When the out-flow rate is less than the in-flow rate, 

it indicates a leakage and automatically a turn-off of water flow . The water flow sensor sends signal pulses 

to an Arduino Uno for processing. The processed data from the Arduino is then transmitted to the cloud for 

storage and analysis via a GSM module. Additionally, an SMS notification is sent to a mobile phone to alert 

the user of any detected leaks. This system ensures continuous monitoring and prompt detection of leaks, 

preventing water wastage and potential damage. The integration of cloud storage and mobile notifications 

enhances the system's reliability and efficiency, making it a robust solution for leak detection in various 

applications. The results show that the designed system is able to measure the in and out flow rate of water  

and senses whether this quantity is unbalanced; therefore, the system stops as it detects a leakage 

somewhere. This project aims to implement a water leakage detection system for plastic water supply 

pipelines using Simulations.  
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1. INTRODUCTION 

 

Water supply system leakage is a quiet problem that 

costs the world billions of dollars each year. 

Because a large amount of the water supply 

pipelines are underground, leaks can go unnoticed 

and unreported for a long time. Water is a valuable 

natural resource, and according to Liemberger and 

Wyatt, the anticipated annual cost of water loss is 

126 billion cubic meters per year, which is 

conservatively assessed at $39 billion in 2019 [1].  

Current system   being used, provides a solution for 

water loss given that 40% of total water produced 

doesn't reach customers. 

 

The location of the leakage water pipe that is the big 

challenge will be known by getting SMS and email. 

This system will reduce non-revenue water here in 

Rwanda. The recent report indicates that non-

revenue water reaches 12-35% of the drinking water 

supply in the USA, 6-24% in Europe, and 4.7-24% 

in Korea [2], in Rwanda, RURA Statistics as of 

March 2020 indicates that Rwanda is losing 40% of 

water supplied in different areas before it reaches 

the customers. Real losses through overflows at 

storage tanks, burst leaks in distribution pipelines 

caused by bad connections, pipe corrosion, physical 

damages [3]. It is necessary to detect burst leaks in 

buried water pipes to reduce water production costs 

as well as to protect public safety [4]. 

 

Leak detection methods are classified into two 

groups: external and internal. The external group 

includes methods that failure (leakage) is found 

using signals collected outside pipelines [5]. Visual 

inspection, thermographic methods are the best 

examples. Internal methods are based on signals 

collected inside pipes. This category includes 

methods based on wave propagation phenomena or 

volume balance [5][6]. Changes in steady-state 

operating conditions of fluid transportation systems 

excite a guided wave. The guided wave has several 

modes that can propagate with different velocities 

along with pipeline systems.  

 

Wave propagation in such systems is complicated, 

leading to phenomena that can be affected by many 

factors, including geometric properties of the 

system, pipeline network configuration, or the 

existence of hydraulic fitting [7]. In addition, 

medium flow characteristics also influence wave 

propagation. It is well known that wave propagation 

velocity depends on frequency, temperature, 

pressure, medium density, pipe material [8].This 

system will be useful here in Rwanda where such a 

level of leakage is likely to happen. 

The reform is intended to deliver water with 

sanitation utilities sufficiently focused to deliver 

new infrastructure, efficient, effective service 

delivery, building a strong people capability, and 

meeting key national milestones. It is expected to 

reverse status that includes improving viability, 

autonomy, establishing a sustainable and customer-

centric utility to deliver an important mandate that 

touches people of all walks of life.  

 

2. METHODS AND MATERIAL  

GSJ: Volume 12, Issue 11, November 2024 
ISSN 2320-9186 2

GSJ© 2024 
www.globalscientificjournal.com



2.1 Research Design and Tools 

A mixed research design tool was used for better 

understanding the existing water leakage detection 

system and provide complete evidence for 

integration of IoT into existing systems. 

Observation, documentation analysis were used as 

the main tools for collecting data. 

The selection of those tools was guided by the 

nature of the data to be collected, time available as 

well as the objective of the study. 

a. Observation Method 

During the observation, the research data findings 

were based on methods for detecting water leaks in 

pipelines. As a result, the research indicates that 

when there is a water leakage in the pipeline, the 

owner reports it to the concerned authority and it 

takes time to know the water leakage location as it 

requires them to dig a long distance in order to 

provide support. 

b. Documentation Analysis 

The documentation analysis was also employed in 

comparison to earlier similar studies, by 

researching how the problem of water leaking in 

various pipeline distribution networks was solved 

and also this method helped to identify different 

technology used to detect water leakage in the pipe. 

2.2 System Development Model 

Throughout the development of this system, the 

"Modified Waterfall Model" (MWF) served as the 

guiding framework for the software development 

lifecycle. Unlike the traditional waterfall model, the 

MWF model incorporates iterative elements, 

allowing for greater flexibility and adaptation to 

evolving project requirements. This iterative 

approach facilitates a more dynamic and responsive 

development process, where feedback from each 

stage informs subsequent iterations. The MWF 

model divides the software development process 

into distinct phases, each building upon the outputs 

of the preceding stage. By delineating clear 

milestones and deliverables for each phase, the 

MWF model promotes transparency, 

accountability, and progress tracking throughout 

the development lifecycle. Moreover, the iterative 

nature of the model enables stakeholders to validate 

and refine requirements iteratively, ensuring 

alignment with project objectives and user needs. 

Overall, the adoption of the MWF model facilitates 

a systematic and structured approach to software 

development, ultimately enhancing the efficiency, 

quality, and success of the system's implementation 

 

Figure 1:Waterfall Model 

During the requirements phase, data collection was 

conducted through a combination of observation 

and internet searches. This comprehensive 

approach ensured a thorough understanding of the 

system's operational context and user needs. The 

gathered information was then meticulously 

analyzed to extract key insights and requirements, 

which served as the foundation for system design 

and functionality. Subsequently, the focus shifted to 

the implementation code phase, where coding 
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became the primary objective. This phase centered 

on the development and testing of system sub-

components in alignment with the established 

system design and requirements. Rigorous testing 

procedures were employed to validate the 

functionality and integrity of each component, 

ensuring that they operated seamlessly within the 

broader system architecture. 

Transitioning to the testing system phase, the 

system underwent thorough examination to assess 

its compliance with the established requirements. A 

unit test was initially conducted to scrutinize 

individual activities, followed by comprehensive 

testing of all activities as a unified unit. This 

iterative testing approach allowed for the 

identification and resolution of any discrepancies or 

anomalies, thereby enhancing the system's overall 

robustness and reliability. 

Finally, the system deployment and maintenance 

phase marked the culmination of the project 

lifecycle. The system was deployed to various 

locations to facilitate the detection of water leakage 

in pipes. Upon detection, the system provided 

immediate support, thereby minimizing water 

wastage and mitigating potential damage. Ongoing 

maintenance activities ensured the continued 

performance and effectiveness of the deployed 

system, underscoring the commitment to 

sustainable water management practices and 

operational excellence. 

Overall, the systematic progression through these 

phases exemplified a structured and comprehensive 

approach to system development, culminating in 

the successful deployment of a robust and effective 

water leakage detection system 

2.3 System Architecture 

Figure 2: Give the system architecture. The main 

components of the architecture include sensing unit, 

the microcontroller connected to GSM internet 

gateway, open cloud server and user unit. 

Water follow sensor measures the volume of water 

entering and sorting in the pipe and sends a signal 

pulse to Arduino Uno for processing, processed 

data is sent via GSM Module to cloud database for 

storage and analysis.  

 

Figure 2:System Architecture 

 

 

2.4 System Flow Chart 
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Figure 3:System Flow Chart 

The figure above  indicates an algorithm using 

flowchart by talking about how the IoT- Based 

Smart Water Leakage Detection System in this 

thesis is done. The system functionality continues 

its tasks of detecting water leakage in the pipe and 

notifying the water owner or author and an 

automatic way except if there are technical issues. 

The system functionality is based on embedded 

devices; an integrated system consists of both 

software and hardware parts. The main task of the 

system is to detect water leakage in the pipe using 

water flow sensors and give SMS notification to the 

water owner and in case a leak is detected. 

system and users can obtain results notification 

from both. The below figure is a prototype diagram 

of the water leakage detection system, it shows how 

electronic devices used are connected to one 

another to communicate.  

3. RESULTS AND DISCUSSION  

3.1 System Prototype 

The system consists of two parts such as hardware 

part  and IoT Cloud dashboard Platform .Both parts 

are essential for the system and users can obtain 

results notification from both. The below figure is a 

prototype diagram of the water leakage detection 

system, it shows how electronic devices used are 

connected to one another to communicate.  

The system consists of two parts such as hardware 

part  and IoT Cloud dashboard Platform .Both parts 

are essential for the system and users can obtain 

results notification from both. The below figure is a 

prototype diagram of the water leakage detection 

system, it shows how electronic devices used are 

connected to one another to communicate.  

 

Figure 4: System Prototype 

This figure in an open case illustrates a prototype of 

the water leak detection system components and the 

way they are connected to each other. 

 

Figure 5: Data in LCD after powering the System 

 

The above figure depicts the look of the LCD 

after getting the IoT Smart water leakage 

detection system. It shows an attractive 

message to the users of the system and 

motivates them on the benefits of using the 

system. 
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Figure 6: ensor 1 and Sensor 2 measurements 

 

The figure above illustrates the system status after 

getting the measurements from two water flow 

sensors. In case the sensor 1 measurements are the 

same as sensor 2 measurements, the results 

definitely are that there is no water leakage 

detected. As mentioned in this figure, Sensor 1 

measured 20L/MIN and Sensor 2 measured the 

same. This means, there is no water leakage.  

However, in case sensor measurements are 

different, their results are that the water leakage is 

detected. For example at the entrance of the seal 

where a water flow sensor called”sensor1” is 

placed, when the poured water there is different 

from water at the end point of the seal, it means the 

water leakage is detected since the quantity of the 

inflowing water is different from the quantity of 

outflowing water. See the figure below: 

 

Figure 7 Variation of Sensor1 and Sensor2 measurements 

 

For this figure, sensor1 measured 20 L/MIN at 

the entrance of the seal and at the exit, the 

measurements are 10L/MIN. This shows the 

difference between the inflowing  and 

outflowing water. Which means, water leakage 

is detected. 

The figure below shows the decision made when 

the water leakage was detected. An SMS is sent 

to the person in charge of controlling the water 

showing that there is a water leakage to be able 

to fix the issue. 

     
.  

 

Figure 8:Water Leakage detection and SMS notification 
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3.2 Cloud Dashboard and Visualization 

After the system data was collected by the sensors, 

it was sent via GSM Module to cloud storage. 

 

Figure 9: Thing speak data 

 

 

Figure 10:Smart Leakage Detection chart 

The Figure above indicates a graph of data collected 

by the sensor stored on the cloud server. The system 

checks every minute if there is a leakage in the pipe 

and what it gets is sent to the server for further 

analysis. 

In Detail to that Field 1 indicates the outflow water 

rate. the Field 2 indicate inflow water rate, 

The water rate is shown as End Point. If the Inflow 

water rate is greater than the out flow water, that 

means the leakage has been auto-detected. For each 

point date and time are shown as well. 

3.3 Discussion of results   

The aim of this research is to design and prototype 

an IoT Water Leakage Detection System in the 

pipeline and send real time data to the user and on 

the dashboard using IoT. The system was 

successfully designed, prototyped and tested. The 

prototype system is made up with two water flow 

sensors placed on the pipe to sense the rate of water 

passé through the pipe, the microcontroller unit to 

control the whole system and to process the data 

collected by the sensors, GSM module in the system 

is used to send SMS notification to the system users 

and also it has a water pump to turn off the water if 

the leakage in the pipe is detected. The water flow 

sensor collects data continuously  every minute to 

check if there is a leakage in the   pipe, and the 

sensor data is sent to the cloud server for storage 

and further analysis. 
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The collected sensor data generate automatic graph 

based on the rate of water passes through the pipe 

in every minute, and microcontroller process the 

data, it compares the obtained results based on the 

volume of water send to the pipe and what is 

received means that the in-flow and out-flow rate of 

water will be measured in order to detect if there is 

water leakage problem in the pipe to take decision.  

When the water leakage is detected the water pump 

automatically turns off the water and the SMS 

notification is sent to the water Owner the authority 

in charge for quick support. The report of all 

collected data is accessed via the server cloud 

platform where it was stored, visualized and for 

future use. 

The collected sensor data generate automatic graph 

based on the rate of water passes through the pipe 

in every minute, and microcontroller process the 

data, it compares the obtained results based on the 

volume of water send to the pipe and what is 

received means that the in-flow and out-flow rate of 

water will be measured in order to detect if there is 

water leakage problem in the pipe to take decision.  

When the water leakage is detected the water pump 

automatically turns off the water and the SMS 

notification is sent to the water Owner the authority 

in charge for quick support. The report of all 

collected data is accessed via the server cloud 

platform where it was stored, visualized and for 

future use. 

 

 

 

4. Conclusion 

An IoT Water Leakage Detection System is a 

sophisticated solution designed to identify and 

monitor leaks in pipelines, providing real-time data 

to users to enhance water management and 

conservation efforts. This system of water leakage 

detection demonstrated a positive impact in real 

time monitoring by continuously monitoring 

pipeline integrity using IoT sensors that detect 

changes in pressure, flow, and sound patterns 

indicative of leaks. The system also demonstrated 

its capability of data collection and analysis; sensors 

collect data on various metrics, such as water 

pressure and flow rate, which are transmitted to a 

centralized system for analysis. Advanced analytics 

can identify anomalies that suggest leaks. In 

Addition when a leak is detected, this  system sends 

immediate notifications or alerts to users or 

operators via  SMS,  enabling rapid response to 

prevent water loss and potential damage. By 

reducing water loss, this system help conserve 

precious water resources and minimize the 

environmental impact associated with excessive 

water extraction and infrastructure strain. Beside of 

costs saving,(Early detection of leaks can prevent 

costly repairs and reduce lost water), improved 

resources management( Enhanced monitoring helps 

utilities manage their water supply more 

effectively), increased system longevity( Regular 

monitoring and timely repairs help extend the 

lifespan of pipeline infrastructure.), this technology 

demonstrated the capability of enhanced Public 

trust with reliable system that minimize water waste 
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can lead to improved public perception and trust in 

water management entities.  

Therefore  an IoT Water Leakage Detection System 

plays a critical role in modern water management by 

leveraging technology to enhance the detection and 

analysis of leaks, ultimately leading to more efficient 

use of water resources and improved infrastructure 

maintenance. 
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