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ABSTRACT 

 
Terminal operators, shipping lines, shipping agents and clearing agents in Nigeria have taken 

advantage of the largely unregulated maritime industry in Nigeria to hike charges like demurrage, 

and container deposit, berthing rates among others which are far higher than what is obtainable in 

neighboring West African ports. Therefore, this work takes a critical look at the Effects of ICT in 

fraud reduction in Nigerian Maritime Services. It looks at the ways to curtail the fraudulent 

activities in the Nigerian maritime Industry using ICT tools and techniques. The key objective of 

this study includes: To ascertain the effects of ICT on fraud reduction in the Nigerian maritime 

services, to examine the various types of fraud being perpetrated in the Nigerian Maritime 

Industry, to evaluate the various means employed by fraudsters associated with Information and 

Communication Technology in Nigerian Maritime services, to assess the potential impact of ICT 

tools and techniques on fraud reduction. The study uses a well-structured questionnaire for data 

collection. A non-probability sampling technique (Purposive sampling) was used to select the 

sample size. Data analysis/techniques are based on the number of questionnaires retuned and the 

statistical method used in the chi-square (X2). Simple percentages were also used in analyzing 

responses in the questionnaires within the preliminary stages. The researcher findings are that 

Nigeria is losing a lot of revenue from not embracing technology in the running of her ports. Like 

the use of NII Scanners and the transfer of most paperwork to cloud computing Network. Secondly, 

the crude and outdated equipment still used in Nigerian ports has greatly slowed operations 

resulting in most vessels diverting to neighboring ports. Like the manual checking of cargoes by 

custom officers, poor loading/offloading equipment which most times vessels make use of their 

onboard cranes to offload or load its freights.  

 

Key words: Information and communication Technology (ICT), Internet of Things (IoT), Fraud, 

Non-Intrusive Inspection Scanners (NII), Cloud Computing 
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INTRODUCTION 

Recent advancements in technology have taken the world by storm, particularly the advent of 

super-smart computers which has completely revolutionized the way people live and do their 

business. These technologies have affected businesses in numerous ways, allowing them to run 

more effectively and efficiently. However, there is a dark side to computers when individuals use 

them to lash out malicious assaults on their unsuspecting victims. This is possible because the 

system allows it, but the researcher will not be focusing on the dark side of the use of computers 

and ICT in maritime. The maritime sector in Nigeria comprises of ports, shipping, dockyards, 

Inland Water Transport (IWT) and all marine related activities. It caters for the bulk of Nigeria’s 

trade and investment through import and exchange of commodities which is critical for the 

economic development of the country. It also influences the pace, structure and pattern of 

development. According to a recent study on Nigerians Shipping Position, the terminal operators, 

shipping lines and shipping agents in Nigeria have taken advantage of the largely unregulated 

maritime industry in Nigeria to hike charges like demurrage, and container deposit, Custom 

Clearing charges, loading/offloading charges, warehousing and storage rates among others are so 

high when compared with other ports in neighboring West African ports. A full analysis of 

shipping charges conducted in three African countries – Nigeria, Ghana and Benin Republic by a 

maritime industry medium, “Shipping Position,” shows that port charges in Nigerian remain the 

highest in the ECOWAS region.  That core areas of shipping services in Nigeria that attracts 

unnecessary port charges and dues are; scheduled liner services, chattering stevedoring, terminal 

operations, shipping agency, freight forwarding, destination inspection service, bunker suppliers, 

hull and marine superintending, equipment leasing and hiring, manning agency for seafarers, 

others includes shipping line agency charge, container cleaning and maintenance, container 

deposit, MOWCA charge, NIMASA sea protection levy, MOWCA fee, freight levy, document 

release, demurrage charges, NIPOST stamp tax, and VAT. Also, there are terminal landing 

charges, cargo transfer charges, cargo storage charges, high tugboat fees, delivery charges, 

berthing rates, demurrage charges, administrative fees, container deposit refund which is most 

times eaten up by deliberate delay (demurrage) on the empty containers. All these fees are passed 

to the vessel and subsequently to the importer/exporter who also pass it the consumers when the 

goods arrive in the market. This explains why foreign rice, tokunbo cars, and other highly imported 

goods are very expensive in Nigeria when compared with other West African Countries. This has 

been attributed by experts to the unwholesome practices among shipping companies and their 

agents operating at Nigerian ports. Again, while it takes few days to get the container deposit 

refund in other ports once the empty container is returned, it may take up to three months in Nigeria 

because the terminal operators allegedly delay receiving it in order to build up demurrage that may 

eat up the deposit. Other charges not collected in other countries but obtainable in Nigeria include 

MOWCA levy and stamp duty (Tancott, 2015). According to Eromosele Abiodun 2018, Nigeria 

is blessed with 200 nautical miles of Exclusive Economic Zone (EEZ), Nigeria husbands at least 

70 per cent of the political economy of the West African Region with importation of over 100, 000 

million metric tons of approximately 2 million units of containers a year. Ships traffic into Nigeria 

by latest data exceeds 5,307 per annum. Over 85 per cent by value of all the goods and services 

that enters the country comes through the seaports. The current aggregate exceeds $5,000,000,000 

a year through formal import order. With this in mind, one would tend to wonder the much more 

revenue the Nigerian port could be making if the port operations are sanitized with technology 
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making our ports more attractive for more vessels to berth which will result in subsequent 

increased cargo throughput. 

 

AIMS/OBJECTIVES OF THE STUDY 

The main objective of this study is to ascertain the effects of ICT on fraud reduction in the Nigerian 

maritime services.  

Other sub-objectives are: 

(i) To examine the various types of fraud being perpetrated in the Nigerian Maritime 

Industry, 

(ii) To evaluate the various means employed by fraudsters associated with Information 

and Communication Technology in Nigerian Maritime services,  

(iii) To ascertain the potential impact of ICT tools and techniques in fraud reduction, 

(iv) To examine various ways through which the maritime fraud can be combated using 

ICT 

 

 

SUMMARY OF LITERATURE REVIEW 

 

The world they say is a Global village, and with the advent of smart computers it has even made 

the world smaller. Globally ports are going digital, embracing smart computers in their freight 

forwarding, scanning of goods, documentation, clearance and other port activities without any 

physical contact with the said goods. This has made these ports more effective and efficient thereby 

attracting large traffic of vessels to its shores.  

Nigeria on the other side does not have modern equipment and gadgets to carry out their port 

activities. Therefore, there are high rate of fraudulent activities that goes unchecked at the port. 

Smart port technology is an automated port that uses nascent technologies such as big 

data, Internet of Things (IoT), block chain solutions and other smart technology-based methods to 

improve performance and economic competitiveness. It uses information technology (IT) 

extensively to create a high-tech user friendly and secured port. A port that runs on smart 

technology is a stand-alone port that does not require human-human or human-device interaction. 

If smart port technology is adopted in Nigeria, port officials will not have that avenue 

(Opportunity) to carry out their corrupt activities as there will be no physical contact involved 

between the port users and port officials. Everything will be done through an online platform that 

will be monitored closely by experts. One could only but imagine the gains of embracing this 

technology, as there will be a jump in vessel traffic visiting the Nigerian ports, also the revenue 

gotten from the port will experience a catalytic increase too among others. 

The high rate of fraud in the Nigerian port operations is worrisome even with the instituted 

government measures to curb corruption in the public sectors and civil service. This has resulted 

in the diversion of most vessels to neigbouring ports of neigbouring countries. The effective 

application of ICT in various areas of port operations like in the payments of charges and 

Documentation instead of dealing with some person(s) will greatly reduce this menace of fraud. 
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ICT through smart port technology is the latest trend in management of port activities. It will 

check-mate all the nefarious activities that occur at the port. Smart port technology will make the 

port very safe for doing business as there will be reduced presence of no essential staff. The high 

pollution and the unnecessary delays which have clogged the major roads leading in and out of 

Apapa port will be a thing of the pass.  

Therefore, there is need for one to investigate the Effects of the use of these ICT technologies in 

curbing the unchecked trend of fraud in the Nigerian Maritime Industry. 

 

 

DATA PRESENTATION AND ANALYSIS 

The data is analyzed by the application of appropriate statistical tools and was done objectively. 

The data used were obtained through the questionnaire and oral interview with staff, tables and 

bar charts are used for data presentation, percentages calculated for comparisons where necessary 

and this makes it easier to appreciate the impact of the variables.  

The questionnaires were administered to three (3) departments, within NIMASA’s zonal office 

Port Harcourt, Nigeria. A total of 56 questionnaires were distributed, oral interview was also used 

to augment the questionnaires and explanations made where necessary.  

 

 

TABLE 1: RESPONSES AND DISTRIBUTION OF QUESTIONNAIRE 

Departments Number of  

questionnaire 

distributed  

      Number returned  Percentages  

Unanswered   

 

Fully answered  

Finance and Administration 18 5 12  15.43  

Maritime Labour and Cargo   

Service 

20 3  12  15.43  

Maritime Safety and Shipping 

Development 

12 4  11  14.14  

Total  56 12  35  45  

Source: Field work, 2019 

A total of 56 questionnaires were distributed but only respondents returned their questionnaires. A 

total of 10 questionnaires were filled incorrectly. Finance and Administration returned 3 which 

were not answered at all 3 from Maritime Labour and Cargo Service were filled incompletely 

while Maritime Safety and Shipping Development returned 2 which were blank and claimed that 

2 were missing.  
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    TABLE 02: SEX DISTRIBUTION OF THE RESPONDENTS  

Respondent  Responses   Percentage (%)  

Male  15  42.86  

Female  20  57.14  

Total   35  100  

Source: Field work, 2019  

The table above shows that the number of the male respondents whose questionnaires were 

returned are 15 (42.86%) while female returned 20 (57.14)  

 

TABLE 03: LOSSES SUFFERED BY DEPARTMENTS DUE TO MARITIME 

FRAUDS.  

 

QUESTION 6: Has your departments ever suffered loss(es) due to Maritime fraudulent act or any 

other financial malpractices?  

Respondent  Number   Percentage (%)  

Affirmative  30  85.71  

Negative  5  14.29  

Total   35  100  

Source: Field work, 2019  

 The data from the table above shows that all the Departments had suffered loss(es) at one point in 

time due to Maritime fraud. But the main point is “How grievous was the loss(es).” Maritime fraud 

occurs in both head offices and branches but is very rampant in the branches.  
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TABLE 04: POSSIBLE AREAS WHERE MARITIME FRAUD OCCURS  

 

QUESTION 7: If yes, was it from within, outside or collaboration?  

Areas   Number   

occurrences   

of  Percentage (%)  

Within   20   57.14  

Outside   8   22.86  

Collaboration   7   20.00  

Total   35   100  

Source: Field work, 2019  

 

From the table above, it reveals that 57.14% represents the fact that Maritime fraud occurs from 

within the organization while 22.86% claimed that it is always an outside job. Then 20% says that 

it is a collaboration between the inside sources and an outside affair.  It could therefore be 

concluded that Maritime frauds are committed by staff and employees within the organization.  
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TABLE 05: EFFECTS OF MARITIME FRAUD ON DEPARTMENTS 

QUESTION 8: What was the effect of Maritime fraud on your Departments? 

Respondents  Number   Percentage (%)  

Fair  5  14.29  

Bad   14  40  

Very bad  16  45.71  

Total   35  100  

Source: Field work, 2019  

 Information got from the questionnaires made it down that however Maritime fraud occurs its 

effect is always unpleasant; the only difference is how it affects the organisation in particular. For 

instance, most of these department had issues with low performance have folded up due to 

Maritime fraud and other financial malpractices in the Finance and administration Departments 

like the ones used above cannot fold up but instead most employees would lose their monies and 

jobs.  

(vi)  

TABLE 06: PROSECUTION OF THE PERPETRATOR/CULPRIT  

Respondent  Number   Percentage (%)  

Queried   5  14.29  

Suspended  10  28.57  

Dismissed  20  57.14  

Total   35  100  

 Source: Field work, 2019  

The table reveals that 14.29% receives while 28.57% were suspended 57.14% were being 

dismissed where the culprit is caught red handed with enough evidence. 

Courts cases occur on a few occasions because management is tired of the suspect never being 

convinced for lack of evidence or lack of diligent prosecution by the law courts and secondary 

because the laws governing Maritime frauds in Nigeria are not effective.  
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  TABLE 06: EFFECTIVE/INEFFICTIVE LAWS IN NIGERIA  

 

QUESTION 08: This is the laws governing Maritime fraud in Nigeria effective/ineff

ective?  

Respondents   Number  Percentage (%)  

Effective  5  14.29  

Ineffective  30  85.71  

Total  35  100  

Source: Field work, 2019  

The table above reveals that government laws in Nigeria are not all effective and efficient while 

14.29 disagreed with this.  

 

TABLE 07: INCIDENCE OF MARITIME FRAUD IN ORGANISATION/FINANCE AND 

ADMINISTRATIONDEPARTMENT)  

 

QUESTION 09: What types of Maritime fraud have you noticed occurs most in your    

Organization 

Types of Maritime fraud No of Cases Percentage (%)  

Documentary Fraud 27  77.14  

Charter Fraud 12  34.29  

Marine Insurance Fraud 30  91.43  

Deviation Fraud 26  68.57  

Miscellaneous 32  85.71  

Piracy 24  74.29  

Falsification/alteration of accounts  22  62.86  

Telegraphic fraudster Malpractice 16 45.71 

Telex Maritime frauds 12 34.29 

Source: Field work, 2019 

From the table above it is seen that the most common type of Maritime fraud is the Marine 

Insurance Fraud by staff (91.43%) followed by the substitution of voucher-teller (85.71%) 

Documentary Fraud and Piracy followed up with 77.14% and 74.29% respectively while Deviation 

Fraud (68.57%) falsification/alteration of accounts (62.86%), telegraphic transfer malpractices 

45.71% and telex Maritime frauds 34.29% occur but not as frequently as others.  
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TABLE 08: EXISTENCE OF ICT NETWORK  

 

QUESTION 10: Does Your Organization Have an Effective ICT network?  

Respondent  Number   Percentage (%)  

Affirmative   10 28.57 

Negative  25 71.43 

Total   35  100  

 Source: Field work, 2019 

The tables above show that most maritime office blocks do not have an effective ICT network 

which can be used to track fraudulent practices as they happen (71.43%).  

TABLE 09: STAFF ACCESS TO ICT FACILITIES  

QUESTION 11: Do staff in your organization have access to the Office ICT network when it’s 

available?  

Respondent  Number   Percentage (%)  

Affirmative  4  11.43  

Negative  31 88.57  

Total   35  100  

        Source: Field work, 2019 

From the result above, it is evident that most staff in the Nigerian maritime industry does not have 

access to adequate and effective ICT facilities needed for the proper handling of shipping records, 

storage and documentations of files. 
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The table and bar chart above shows that most staff do not have access to ICT Services even 

while on official duty. Oral interviews affirm that very few staff of lower ranks makes use 

of these ICT facilities maybe because they were given special privileges or are closely 

attached to the managers at the top.  

 

 

CONCLUSIONS  

Maritime fraud and other financial malpractices in the Nigeria Maritime System have been an 

ill-wind that blows no one good. It is a cog in the wheel of progress, basically caused by greed, 

poverty, avarice, mass unemployment, inadequate incentives for workers, nonpayment of wages 

and salaries poor internal control, lack of equipment to fight Maritime fraud which is now virus 

on the internet, economic factors and host of other reasons. The Departments seem to be the 

greatest loser in the game but whatever the organization lose is lost by the economy, government 

and the society. The prevalence of Maritime frauds in Departments is multifaceted including 

forgeries of cheques, documents and stamps, substitution of vouchers, tellers and 
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cheques, Marine Insurance Fraud and falsification/alteration of accounts. Internal control measures 

are weak, inefficient and ineffective due to ignorant collaboration by organization employees.  

Solution to these problems can only be proffered by Nigerians themselves. There is a role for 

everyone including the government, Departments, the Nigerian police, employees, corporate 

management of organization and the society at large. In order for this to be a reality all hands 

should be on deck to remove the cankerworm of Maritime fraud and other financial malpractices 

from our country Nigeria, its organization system and other sectors of the economy.  

Finally, the survival of the Nigeria Maritime System invariably depends on the collective ability 

to exorcize the ghost of Maritime fraud from it. Maritime fraud is thus a bane in the services of 

organization and other sectors to the economy.  

 

RECOMMENDATIONS  

From the forgoing, it becomes necessary to recommend some solution, which may help to combat 

Maritime fraud and other financial malpractices in Nigerian Maritime Industry. Federal 

Government should see to it that the various laws enacted for the prosecution of Maritime 

fraudsters should always be enforced in order to minimize Maritime fraud.  

The researcher recommends that the failed organization tribunal should be allowed to continue 

with modification to take care of alleged human right abuses.  

Employee’s incentives and  rewards, awards and Recognition should be given as an inducement 

to enable staff to discharge their duties credibly and diligently. Staff training should be encouraged 

for effectiveness and efficiency, regular dispatch of customer’s statement of account which many 

Departments have deliberately stopped. 

The internal control system should be revitalized, and workers educated on their importance. The 

Nigerian police whom according to law has been charged specifically with the responsibility of 

detecting and prosecuting breaches of law should also assist in investigating and prosecuting of 

Maritime fraud related cases and whenever it is concluded a decision should be taken to prosecute 

the accused in the federal high court of Nigeria since it has the jurisdiction to try such cases as 

provided by the Departments and other financial institution Decree No. 25 of 1991.  
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